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En los últimos años se ha producido un aumento del uso de las TIC’s, conjuntamente con los sistemas de información para la competitividad de las organizaciones en apoyar los procesos de negocios. También, el aumento de las actividades de procesamiento de la información, así como la administración de los datos y el uso de las comunicaciones complementando el uso del Internet la gestión de riesgos se volvió una tarea común para todos los que quieren proteger su información.

En un estudio realizado por Piattini (2007) [1], basado en la denominada crisis de la ingeniería del software, se logró determinar que el 23% de los desarrollos de sistemas de información fallan, en contraste con un 49% cuyo desarrollo es cuestionado y con sólo un 28% entregado satisfactoriamente. Está es la razón del porque la gestión de riesgos tiene un papel esencial en la protección de la información en relación con los sistemas de información con el fin de cumplir con la misión que tienen los procesos de negocios. Por eso, decimos que la información se ha convertido en un factor clave en la actualidad. Por ejemplo tenemos muchos puntos en el estudio de acuerdo al ámbito de referencia de los objetivos: la prevención, coordinación de recursos, detección de vulnerabilidades, monitoreo, etc.

Por otro lado, las organizaciones cada vez con más conscientes de los impactos que les pueden generar los riesgos referentes a la tecnología de información. Sin embargo, la mayoría de las organizaciones teniendo el conocimiento de la gestión de riesgos omiten darle el tiempo adecuado a estas.

Según un estudio realizado por Singh y Brewer (2008) y soportado por diversas fuentes (Norton, 2004; PriceWaterhouseCouper, 2004; Wah, (1998) [2], la gestión y el control de riesgos en sistemas de información no logra aún ganar la importancia necesaria para la gerencia organizacional, lo que se atribuye a dos premisas: en primera instancia, a la falta de comprensión de las cuestiones de riesgos y, en segundo lugar, al hecho de no contar con una cultura corporativa debidamente sensibilizada con los riesgos de su propio negocio. Entonces damos a entender a la primera premisa que no hay un propósito en las actividades de la gestión de riesgos y controles en los sistemas de información, entonces si los encargados no comprenden las razones de las políticas de seguridad de la información basado en la gestión de riesgos no podrán desarrollar correctamente las diferentes estrategias de riesgos. La segunda premisa logra una ausencia de procesos de cambios para transformación de la cultura organizacional. Sabiendo esto debemos tener en cuenta las nociones de riesgos que se debe plantear y que los encargados se sientan motivados para este cambio.
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